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Overview

- Increased regulatory pressure to ensure data privacy. Much utility for external access to data.
- However, once data is released there is no guarantee on how data is consumed.
- Evidence of data privacy and security should be required of all applications.
- Applications perform both aggregation-based mining as well as silo-based services.

Differential Privacy

\[
\Pr[A(D) \in S] \leq \exp(\varepsilon) \times \Pr[A(D') \in S]
\]

Maximize the accuracy of queries from statistical databases while minimizing the chances of identifying its records.

- Differentially private results are composable, i.e. \( f(g(x)) \) is differentially private for any \( f \), if \( g(x) \) is differentially private.
- Accuracy of answer improves with data set size.
- Sample and Aggregate - asymptotically normal queries are allowed.
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